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谨防骗局 平安过年

警方教你避坑春节网络诈骗

老人摔伤急需救治
铁骑交警晚高峰一路护行

一位老人躺在抢救床上被送进急救
室，双手合十向护送自己的铁骑交警表
达感谢。第一时间伸出援手，竭尽全力与
时间赛跑，铁骑交警暖心救助再次上演。

2月6日16时53分，正值周末前交
通晚高峰时段，机动勤务支队铁骑交警
任广峰在快速路中石油桥巡查时，一
辆小型客车加速驶近，副驾驶位置的
女士从车窗伸出头求助，“我父亲一直
在吐……”该女士表示父亲骑车摔倒后
出现头晕呕吐、无法行走等症状，急需到
环湖医院进行紧急救治，因怕耽误救治
时间，因此向巡查中的铁骑交警求助。
接到求助后，任广峰赶紧上报支队

值班室。支队启动应急机制并迅速确
定紧急就医路线，调度黑牛城道沿线巡
查的铁骑交警邢程、李宇川、崔龙杰迅
速向就医车辆靠拢，市公安局交通管理
局情指中心也同时联动沿线警力提前
采取措施。
晚高峰的车流中，任广峰、邢程、李宇

川、崔龙杰分工协作，使用警报器、喊话、
手势提示沿途车辆避让，发挥滚动带道
的优势，在沿线匝道分流口、快速路进出
口、外环掉头口、红绿灯路口等节点，提
前采取管控措施，确保紧急就医车辆快
速通过，为病人就医争取时间。

17时08分，就医车辆顺利抵达环湖
医院，几名铁骑交警帮家属将病人送入
抢救室。在晚高峰时段，从中石油桥至
环湖医院，护送全程仅用时15分钟。据
了解，目前病人已脱离生命危险，正在医
院接受相关治疗。

记者 徐燕 通讯员 焦轩 孙颖

临近春节，走亲访友、聚会聚餐的频
次随之增多。酒驾醉驾风险同步攀升，交
管部门三天就查获了三名醉驾的驾驶人。

1月26日22时45分，公安西青分局
交管支队张家窝大队接到报警，辛口镇
百姓大澡堂前疑似有人酒驾。交警对嫌
疑人进行现场检测，发现其每百毫升血
液中酒精含量已超过醉驾标准。当交警
要求其出示机动车驾驶证时，该驾驶人
承认未随车携带机动车驾驶证。

1月29日零时07分，西青开发区大队
接到举报，在赛达三大道某充电站内有人
涉嫌醉酒后驾驶机动车。交警发现被举
报人是一辆轻型栏板货车的驾驶人，现场
检测显示该驾驶人涉嫌醉酒驾驶营运
车。被查获后，该驾驶人表示晚饭时喝了
点酒取暖，感觉没多大事儿就驾车到充电
站内充电。

1月31日20时46分，西青开发区大
队交警在西青区稳泰路沿线执勤时，发
现一辆由南向北行驶的小型轿车轨迹可
疑，随即对车辆拦检。这名驾驶人不仅
没随车携带驾驶证，且每百毫升血液中
酒精含量已达到醉驾标准。面对询问，
该驾驶人表示，自己与朋友聚餐时没忍
住喝了酒，感觉离家比较近，便心存侥幸
自己开车上路。
目前，三名驾驶人已被依法处罚。公

安交管部门提示，无论是“为取暖”还是
“短途行”，酒精超标即违法。

记者 徐燕 通讯员 焦轩 孙颖

■ 出行诈骗

“您预订的航班因故需紧急改
签，点击链接填写信息即可办理退
款”“春运票源紧张，专属抢票通
道，付费优先出票”……春运高峰
期间，此类信息暗藏诈骗危机。
诈骗分子或假冒航空公司、铁

路客服，通过短信、电话发送虚假
退改签通知，以“班次调整”“余票
不足”等为由，诱导受害人添加私
人微信、QQ，或点击钓鱼链接，套
取银行卡号、密码及短信验证码实
施盗刷。更有不法分子搭建山寨
购票网站、研发虚假“抢票神器”，
不仅套取用户个人信息，还会在收
取“抢票费”“加急费”后失联，甚至
在软件中植入木马病毒窃取手机
内财产信息。

警方提示：办理票务退改签务
必通过航空公司官网、铁路官方渠
道，或拨打官方客服电话进行核
实，切勿轻信陌生短信、电话中的
链接和账号。不使用非正规软件，
不向私人账户支付“抢票费用”，购
票时仔细核对网站域名，警惕“低
价购票”“优先出票”等虚假承诺。

■ 年货购物诈骗

春节置办年货期间，网购平台、
社交媒体上的“低价促销”“海外代
购”“0元购物”等广告层出不穷，部
分不法分子借此设局，尤以“虚假购
物+私下交易”为主要诈骗模式。
近期多地出现“国补代购”新

型骗局，诈骗分子在抖音、小红书、
闲鱼等平台发布信息，声称拥有
“个人国补名额”“内部渠道优惠”，
可低价代购电子产品、年货礼盒
等，诱导消费者脱离平台监管，添
加微信、QQ进行私下交易，要求
将款项转至私人银行卡。付款后，
骗子或发送伪造的订单截图、物流
单号拖延时间，或编造“账户冻结
需转账解冻”“需缴纳保证金”等理
由连环索款，待受害人察觉异常时
已失联。此外，传统的“低价年货
批发商”骗局仍高发，骗子以“付定
金锁货”“尾款结清才发物流”为借
口，收取款项后拉黑失联，受害人
既收不到货也无法申请退款。

警方提示：购买年货应选择正
规电商平台和有资质的商家，核实

商家营业执照信息，选择平台担保
交易，拒绝私下支付。警惕“超低
价”“国补名额”“内部渠道”等诱惑
性话术，不轻易添加陌生社交账
号，遇“账户冻结”“需交保证金”等
要求时要加强警惕，防止被骗。

■ 客服理赔诈骗

“您的快递丢失，可为您办理
双倍理赔”“您购买的商品质量不
合格，添加客服微信即可退
款”——春节物流繁忙期，此类“贴
心服务”可能是诈骗分子的伪装。
诈骗分子通过非法渠道获取

用户网购订单信息后，精准冒充电
商平台客服或快递员，以“订单异
常”“商品质量问题”“快递损毁丢
失”等为由，主动提出退款理赔，诱
导受害人点击虚假退款链接，或要
求添加私人社交账号，进而套取银
行卡号、短信验证码等敏感信息，
甚至诱导开启“屏幕共享”功能，远
程操控窃取账户资金。此前已发
生多起通过屏幕共享导致手机呼
叫转移、账户被盗刷数十万元的案
例，需高度警惕。

警方提示：收到退款、理赔通
知时，切勿轻信陌生来电和链接，
务必通过原购物平台的官方客服
渠道或快递公司官方热线进行核
实。不点击非官方退款链接，不向
陌生人泄露银行卡密码、短信验证
码，坚决拒绝“屏幕共享”“呼叫转
移”等可疑操作。凡是要求转账才
能办理退款的均为诈骗。

■ 节日活动诈骗

春节期间，各类红包接龙、集
福换礼、积分兑换等活动盛行，诈
骗分子借机设置“高额红包”“积分
清零兑换”等陷阱，诱导用户点击
恶意链接、泄露个人信息。
骗子会通过微信群、朋友圈发

布“666元”“888元”等远超微信红
包200元限额的“高额红包”，要求
用户转发链接、邀请好友助力或填
写个人信息才能领取，实则链接暗
藏病毒，或为引流推广的虚假活
动。此外，“积分清零兑换礼品”短
信也高发，短信中的链接实为钓鱼
网站，一旦点击进入并填写银行卡
信息，账户资金可能被瞬间盗刷。
在集福换礼活动中，要求扫码加
群、付费购买福卡的链接也需警惕，
可能导致信息泄露或财产损失。

警方提示：参与节日活动选择
官方平台发布的正规活动，不点击
陌生来源的红包链接、积分兑换链
接。拒绝填写包含银行卡号、密
码、验证码等敏感信息的“领奖表
单”，不参与“付费集福”“转发助力
领高额红包”等可疑活动，牢记“天
上不会掉馅饼”，警惕小额返利后
的大额诈骗。

■ 投资理财诈骗

岁末年初是群众资金结算、理
财需求增长的时期，诈骗分子打着

“新春限定理财”“保本高息回报”
“养老项目投资”等旗号，针对不同
人群设局，尤其紧盯老年人和返乡
团聚的亲友群体。

此类骗局中，骗子或虚构“国
资背景”“政府合作项目”，伪造官方
文件和宣传材料，承诺“年化收益
超15%”“限时翻倍”等虚假回报；或
借“区块链”“低空经济”等热点概念
炒作，诱骗投资者投入资金；更有
不法分子利用春节团聚氛围，通过
亲友、同乡“现身说法”拉拢投资，以
“拉人头拿提成”模式发展下线，实
为传销式非法集资。针对老年人
的“养老+文旅”骗局也需警惕，骗
子以“预存养老费返利”“免费旅
游+投资分红”为噱头，骗取老年人
“养老钱”，导致其房财两空。

警方提示：投资理财选择银
行、证券公司等持牌金融机构，警
惕“保本高息”“快速翻倍”“无风险
套利”等不符合金融规律的承诺，
年收益率远超6%的产品需高度警
惕。不轻易相信“亲友推荐”的陌
生投资项目，不向私人账户转账投
资。老年人理财应主动与子女沟
通，切勿轻信陌生人上门推销的
“养老项目”“理财产品”。

■ 陌生快递诈骗

春节前快递物流繁忙，部分群
众会收到陌生快递包裹，内附“年
终豪礼回馈”礼品卡，提示扫描二
维码领取免费礼品，这可能是诈骗
分子精心设计的“刷单返利”陷阱。

受害人扫描二维码后，会被拉
进所谓“福利群”。群内工作人员
先以小额刷单返利为诱饵，让受害人
尝到“甜头”，随后引导其参与金额
更大的“垫付单”。待受害人投入
大额资金后，以“任务未完成”“需要
充值解冻”等理由拒绝提现，甚至
要求继续转账，最终失联跑路。此
类骗局利用群众贪小便宜的心理，
通过“小额返利+大额套取”的模
式实施诈骗，涉案金额往往较大。

警方提示：收到陌生快递时，
先核实是否为本人或亲友购买，对
来路不明的“免费礼品卡”“中奖通
知”保持警惕，不轻易扫描陌生二
维码加入未知微信群。牢记“刷单
本就是违法行为，正规平台不会要
求垫付资金刷单”，凡是要求先垫
资再返利的均为诈骗，切勿抱有侥
幸心理。

� 温馨提示 �

警方再次强调，春节期间未知

链接不点击，陌生来电不轻信，个

人信息不透露，转账汇款多核实。

如不慎遭遇诈骗，务必保持冷静，

第一时间拨打110报警，同时保存

好聊天记录、转账凭证、诈骗链接

等证据，联系银行冻结账户、止付

资金，最大程度减少损失。全国反

诈劝阻专线96110来电请务必接

听，这是警方为您的财产安全发出

的预警提示。 记者 张艳

临近春节“放飞自我”
交警三天查了仨醉驾

岁末年初，春节的脚步
日益临近，阖家团圆的喜悦
氛围中，诈骗分子也伺机而动。
日前，记者从天津市公安局
反诈部门获悉，春节前后是电
信网络诈骗高发期，骗子紧
盯群众返乡出行、年货采购、
理财投资等需求，翻新诈骗
套路，设置多重陷阱。为守护
市民“钱袋子”，警方梳理出
春节高发诈骗类型，拆解作
案手法并发布预警提示，呼
吁公众提高警惕，平安过节。


